Connect to UGH-WiFi-secure with Windows 10

WiFi Internet access

Wireless internet access is available throughout the entire University of Guelph-Humber building to all faculty, students and staff with a valid Gryph Mail login ID.

Configuring your wireless device to use WPA (Wi-Fi Protected Access) takes a few minutes but it ensures all your information is secure while being transmitted over the wireless network. It also simplifies the login process. You will no longer be required to sign in via a web page each time you want to connect to the network, you will be automatically connected when you log in to your device.

Connect to a secure Wi-Fi network

1. Use the Wi-Fi icon in the task bar on the bottom-right corner of your display to join the UofGH secure network.

2. Select ‘UGH-WiFi-secure’ Wi-Fi network and click Connect (Check Connect automatically box).

3. A Network Authentication screen will appear asking for your credentials, enter your Gryph mail username and Password.

4. Windows will ask you to conform the connection. Click on Connect to continue.

You should now be connected to the secure Wi-Fi network.

If you are having problems connecting to the network, there may be some conflicts in your windows or anti-virus firewalls. You may need to reconfigure your firewall to allow the UoGH WiFi network to connect.

Wi-Fi access for UofGH visitors

For visitors from other Canadian universities, please select eduroam to connect. Eduroam is a wireless network service that allows students, staff and faculty from participating Canadian educational institutions to securely access the internet while visiting other member universities. Just use your username@domain.ca (eg. UserID@uoguelph.ca) and password from your home institution to access the wireless internet.
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